IdentityIQ

Software Identity Security Solution
Identity Security for Complex Enterprises

Success for the modern cloud enterprise depends on securely connecting the right people to the right technology for great employee and user experiences. This means maintaining security of all apps, systems, and data across their entire environment – on premises and in the cloud.

SailPoint IdentityIQ is an identity security platform custom-built for complex enterprises. It delivers full lifecycle and compliance management for provisioning, access requests, access certifications and separation of duties. The platform integrates with SailPoint’s extensive library of connectors to intelligently govern access to today’s essential business applications.

Comprehensive Identity Security that Scales

SailPoint IdentityIQ enables thousands of the world’s largest, most complex companies to discover, manage, and secure every identity for a comprehensive foundation of identity security.

The SailPoint IdentityIQ platform is built to address the sophisticated needs of the large enterprise while delivering the flexibility, ease-of-deployment, and user centricity our customers demand.

Built with **AI and Machine learning** as the **foundation**

Delivers **timely, optimal access** for ALL your identities

Seamlessly integrates with **existing systems and workflows**

Complete view and control into the security of your enterprise
Discover, Manage and Secure All Identities

The SailPoint IdentityIQ platform brings you the power of enterprise-grade identity governance coupled with the convenience of delivering your identity program from the cloud or your own data center.

**Lifecycle Management**

Manage user access through streamlined self-service requests and lifecycle events to deliver fast, automated access to all types of users.

- **Simplify Access Requests**
  Manage high volumes of access changes and requests through automation.

- **Maximize Worker Productivity**
  Provision workers with the correct access they need right when they need it.

- **Instantly Act on Critical Access**
  Continuously monitor access across the organization to identify and deprovision risky, unused, orphaned, or dormant accounts.

- **Strengthen Real-Time Security Efforts**
  Ensure all access follows proper policy with built-in tools that instantly spot potential risks.

**Compliance Management**

Automate access certifications, policy management, and audit reporting to simplify compliance processes and strengthen identity governance.

- **Improve Certification Efficiency**
  Make user access reviews fast, simple, and accurate for your organization by expediting processes and increasing visibility.

- **Quickly Respond to Audit Requests**
  Maintain a full audit trail of accounts, entitlements, policies, and actions – to the minute – and address audit needs with ease.

- **Streamline Policies and Privileges**
  Monitor and update companywide policies and privileges in real time from a centralized dashboard.

- **Protect Your Organization**
  Avoid compliance violations and security risks with autonomous capabilities for Separation-of-Duties that identify risky user accounts and access.
The power of IdentityIQ resides in its ability to connect to applications, mainframes, cloud infrastructure and data sources from across a hybrid IT environment.

Connectors and Integrations

Connectors

Sync apps and data sources to securely manage identity everywhere. More than 100 out-of-the-box connectors available, including:

- IT Service Management
- Enterprise Applications and Infrastructure
- Privileged Access Management
- Access Management
- Cloud Collaboration
- Security and Risk (GRC, SIEM, UBEA, CASB)

IdentityIQ also provides standards-based connectors to additional applications that leverage information exchange protocols such as REST, SCIM, JDBC, CSV and LDAP.

Advanced Integrations

Leverage bi-directional integrations for enhanced data, performance, and security.
SailPoint Extension Modules and Add-ons

**SailPoint Password Manager**
- Provide an intuitive self-service interface for users to manage passwords without the need for helpdesk calls.
- Enable users to manage and reset their own passwords
- Enforce strong password policies across all applications

**SailPoint Access Risk Management**
- Risk management processes and visibility work together in one platform for holistic, enterprise-wide access governance and protection. Unify access controls for the power to eliminate fraud, data breaches, and audit deficiencies.
- Enable seamlessly integrated identity security across multiple applications, such as SAP ERP, SAP SuccessFactors, S/4HANA and more.

**SailPoint File Access Manager for Data Access Governance**
- SailPoint File Access Manager for Data Access Governance is a flexible, scalable data access governance solution that helps enterprises bridge the visibility gap between identity governance and data security and secure access to unstructured and regulated data.

**SailPoint SaaS Management**
- Broaden visibility and centralize management and governance of all SaaS applications to understand what’s happening in SaaS apps: who has access and what they’re doing with that access. Uncover and mitigate access risks from hidden and over-provisioned accounts.
Take your Identity Security to the next level with Artificial Intelligence (AI) and Machine Learning (ML)

SailPoint’s AI-Driven Identity Security proactively provides organizations visibility at speed and scale into what access is necessary and what access is at risk for potential security breaches.

Automate the discovery, management, and control of ALL user access to make better and faster access decisions, and to spot potential threats. Three components of AI-Driven Identity Security include:

**Access Role Modeling**
Build and maintain user roles to continuously monitor and adjust access across your entire organization.

**Access Insights**
Transform user attributes, roles, access history, and entitlements into actionable insights. Identify access outliers with AI-driven visibility to spot risks faster and track effectiveness with review dashboards and reports.

**Access Recommendations**
Speed up lengthy certification processes and make smarter access decisions in less time. Automated recommendations are based on peer group analysis, identity attributes and access activity.

**Professional Services and Support**
Whether you need implementation assistance, ongoing configuration, or performance management, our goal is expediting your deployment and maximizing your identity investment.

**Product Training and Certification**
SailPoint’s Identity University provides training and certification designed to increase productivity across your teams and ensure the most successful implementation.

**Our Industry Leadership**
SailPoint maintains the highest leadership position across all major analyst reviews and is relied upon by the largest enterprises to govern millions of identities, billions of points of access, and tens of thousands of applications and data sources.
Choose a vendor with uncompromising integrity

At the core of SailPoint Identity Security is cutting edge technology backed by uncompromising integrity. Responsiveness. Attention to detail. World-class service. Relentless commitment to customer success. A bond of unwavering trust. At the core of Identity Security is the very highest standard of business practices and customer care.

At the core of Identity Security is SailPoint. Identity Security for the modern enterprise.

Trusted by the world’s largest, most complex organizations.

Learn more at sailpoint.com/products/identityiq
About SailPoint
SailPoint is the leading provider of identity security for the modern enterprise. Enterprise
security starts and ends with identities and their access, yet the ability to manage and
secure identities today has moved well beyond human capacity. Using a foundation
of artificial intelligence and machine learning, the SailPoint Identity Security Platform
delivers the right level of access to the right identities and resources at the right time—
matching the scale, velocity, and environmental needs of today’s cloud-oriented
enterprise. Our intelligent, autonomous, and integrated solutions put identity security at
the core of digital business operations, enabling even the most complex organizations
across the globe to build a security foundation capable of defending against today’s
most pressing threats.