
The Identity Security Journey 
and Key Enablers

In our recent Horizons of Identity Security report, we highlight the adoption and evolutionary 
trends of identity security programs and how mature identity programs are business 

essential to secure and enable digital capabilities at scale. The research data and analysis — 
based on insights from more than 300 global cybersecurity executives — found five Horizons, 

or groupings, of companies with similar identity capabilities.
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And the survey says…
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Where each organization falls in the horizons 
journey depends on its maturity in each of the 

four key enablement areas

An identity strategy aligned with 
business goals can speed technology 

transformation and innovation. 

Strategy

Identity capabilities, technologies 
and tools are more efficient if they 

are automated and integrated with 
security operations.

Technology & Tools

A central and strategic operating 
model should span across a company, 

with well-defined success metrics 
tracked and communicated.

Operating Model

People are crucially important. 
An effective IAM workforce is focused 

on product innovation and automation 
rather than helpdesk responses.

Talent

Learn more about the four key enablers dictating an 
organizations maturity level, the five horizons of an identity 
journey, and take our six-question maturity assessment to see 
where your organization fits. The Horizons of Identity Security 
survey results can help you understand where you are relative 
to your peers and what your best next step would be to 
achieve the benefits of more advanced horizons. 

www.sailpoint.com/identity-security-maturity 

Read the full Horizons of 
Identity Security report
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Horizon 1

The lowest 
maturity, 
companies lack 
the strategy and 
technology to 
enable digital 
identities

Horizon 2

Have adopted 
some identity 
technology but 
still rely heavily 
on manual 
processes

Horizon 3

The identity 
program has 
become 
digitalized, 
scaled up, and 
adopted more 
widely across 
the company

Horizon 4
Have automated 
at scale and use 
artificial 
intelligence (AI) 
to enable digital 
identities

Horizon 5
Closest to 
the future of 
identity – serving 
as a critical 
control point in 
reducing 
cybersecurity 
risk and 
supporting 
business 
in next-gen 
technology 
innovation
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